
Further Scams/Fraud attempts this week 

Dear Watch Member, 

Tele-Fraud scams/cybercrime incidents reports  received this week. Some are  new types, some are  repeat incidents. 
Please pass to others, help prevent them from becoming a victim of a scam, cybercrime, or crime. Please also click on 

the link below to view the ‘Little Book Of Cyber Scams’ 

NEW TYPE Scam Email 

Fake UKPC Parking Tickets – Loaded with Malware – We  have been made aware of fake parking tickets 

having been received by e mail loaded with malware. They appear convincing and are titled ‘Parking Charge 

Reminder.  The e mails claim the recipients have parked on one of UKPC’s clients private land. The bottom of the e 
mails ask the recipients to click on ‘payment options and photos’ for more information – which we are advised, is 

likely to contain malware. Advice from Action Fraud is to delete it, DO NOT DOWNLOAD the attachment,  report it to 
them. Enter the details of the below into your browser to view more information 

 http://www.actionfraud.police.uk/news/fake-parking-ticket-emails-loaded-with-malware-nov16 

Scam Telephone Calls 

The following telephone cold calls, scam attempts have been received. We would like to remind 

residents not to pass any information onto a telephone cold caller. 

 Claiming to be from ‘Nationwide’ – following our last Scam Awareness alert we received notice  from a 

resident who stated that they too had received a call claiming to be from Nationwide. The caller put the 
phone down when the resident informed them that the person they were looking for was deceased. 

 Claiming to be from ‘Open Reach … on behalf of BT’. The caller claimed they were phoning regarding the 

quality of their service but then went on to ask for remote access to their computer. We would like to remind 

residents of advice from Action Fraud regarding this type of call. http://www.actionfraud.police.uk/fraud-az-
microsoft-frauds 

Please click on the link below to view more scam attempts 

If you have found our services useful please consider donating  £10.00 through the ‘Local Giving’ 
sitehttps://localgiving.org/charity/owlwatchcymru/  who will then double your donation to £20.00 to help us support 

the safety  of people in need 

Visit our online shop for innovative products that can give you a helping hand to keep you,  your 

property, and your valuables safe and secure. 

http://www.owlcymru.org/shop/shop.html 

Download Associated Documents 

Documents accompanying this message are linked below. Click to download and open a file which use the popular 
PDF format. If you experience problems downloading or viewing a file please visit this help page. 

 Click here to view full list of scams (255 KB) 

 Click here for the 'Little book of Cyber Crimes' (3017 KB) 

If you need to reply regarding this message, click on this email address: watch@owlcymru.org 

Regards, 
OWL Watch  

OWL Watch  
School Watch  

Email: watch@owlcymru.org  
Tel: 01352 708118 
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